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Brecha en el puerto de Houston
En  un  buen  ejemplo  de  resiliencia  cibernética,  el  Puerto  de
Houston al parecer contuvo un ciberataque selectivo en agosto de
2021, con el resultado de daños mínimos.

De la información compartida se desprende que el incidente se
produjo  cuando  los  ciberdelincuentes  aprovecharon  una
vulnerabilidad en un gestor de contraseñas para acceder a la red
del puerto. A partir de ahí, intentaron escalar la brecha para
obtener acceso a otros sistemas.

Sin embargo, el equipo informático del puerto de Houston detectó
la brecha rápidamente y tomó medidas para mitigarla. Según el
puerto (que informó del ataque aproximadamente un mes después de
que  se  produjera  y  no  dio  detalles  sobre  el  tiempo  que  los
ciberdelincuentes estuvieron activos o el alcance exacto de la
brecha), no se expuso ningún dato sensible ni se interrumpió
ningún sistema.
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